**О безопасной работе сотрудников при использовании сети Интернет, осуществлении информационного взаимодействия с сервисами государственных информационных систем**

**Уважаемые коллеги!**

В связи с ростом хакерских атак на информационные ресурсы органов власти Самарской области и на электронные почтовые ящики государственных и муниципальных служащих, а также учитывая изменения в законодательстве Российской Федерации в области защиты информации, направленные на ужесточение требований при работе в сети Интернет государственных и муниципальных служащих с электронными сервисами, полагаем необходимым напомнить о необходимости строгого соблюдения правил безопасной работы в сети Интернет.
Во исполнение рекомендаций совместного выездного совещания Секретаря Совета Безопасности Российской Федерации и полномочного представителя Президента Российской Федерации в Приволжском федеральном округе предлагаем внимательно изучить и довести до каждого сотрудника органа государственной власти и подведомственных ему организаций прилагаемый Свод правил по безопасной работе сотрудников органов исполнительной власти Самарской области, государственных органов Самарской области, органов местного самоуправления муниципальных образований в Самарской области и подведомственных им организаций при использовании сети Интернет, осуществлении информационного взаимодействия с сервисами государственных информационных систем.

[**СВОД ПРАВИЛ.**](http://www.sipkro.ru/images/stories/doc/2017/svod_bezop.doc)